|  |  |  |
| --- | --- | --- |
| Endelig rapport (eIDAS art. 19) |  |  |
|  |  |

# **Info om tillidstjenesteudbyderen:**

# Navn: Adresse: Tlf.: E-mail:

|  |  |
| --- | --- |
| **Dato og tidspunkt** Hvor man blev opmærksom på hændelsen |  |
| **Dato og tidspunkt** Hændelsestidspunktet |  |
| **Udbyderens navn** |  |
| **Tillidstjeneste(r), der er ramt**  Beskrivelse af tjenesten/tjenesterne |  |
| **Sikkerhedshændelsens område** Fortrolighed, tilgængelighed og/eller integritet |  |
| **Personoplysninger, der er berørt:** Beskrivelse af hvilken type persondata, der er tale om (om nogen) |  |
| **Antal brugere, der er påvirkede** |  |
| **Hændelsens varighed** |  |
| **Root cause** |  |
| **Detaljeret beskrivelse af sikkerhedshændelsens årsag** |  |
| **Detaljeret beskrivelse af berørte aktiver** |  |
| **Samlet beskrivelse af sikkerhedshændelsen** Fx hvilke systemer der er påvirket, hvordan man blev opmærksom på hændelsen og lign. |  |
| **Er databeskyttelsesmyndigheden underrettet?** |  |
| **Er der foretaget underretning til fysiske eller juridiske personer (hvis relevant)?** |  |
| **Er andre organer underrettet og i givet fald hvilke?** |  |

Rapporten sendes til [tilsyn\_eidas@digst.dk](mailto:tilsyn_eidas@digst.dk)

Tillidstjenesteudbyderen har mulighed for at sende krypteret til postkassen. Certifikat til postkassen kan hentes [her](https://www.medarbejdersignatur.dk/produkter/nemid_medarbejdersignatur/information_om_nemid/sikker_e-mail/soeg_certifikat/).